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SENIOR TECHASSIST

Be cautious if it looks strange or
misspelled (e.g.,
amaz0n@gmail.com).
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Check The Sender’s
Email
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Scams often say things like “URGENT:
Update Now” or “Your account will
close.”

Watch For Urgent
Language

Never send passwords, Social
Security numbers, or banking info by
email.

Never Share
Personal Info

Avoid clicking on links unless you’re
sure the email is legitimate.

Don’t Click
Suspicious Links

Scam emails often have misspellings
or odd language.

Look For Grammar
Errors

If in doubt, mark the message as
spam or delete it.

Mark as Spam


